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Agenda  

DAY 1, 25/06/2025 
 

TIME TITLE, SPEAKER 

09:00 H – 09:30 H CHECK-IN 

09:30 H – 09:45 H Opening address  
Florian Guillermet, Executive Director, EASA 

09:45 H – 11:00 H Part-IS – An information security or a safety regulation? 
The main objective of Part-IS will be presented by using the so-far experience by early implementers 
Jean-Paul Moreaux, Principal Coordinator – Cybersecurity in Aviation, EASA 
Gerardo Nardiello, Deputy Compliance Monitoring Manager, Lufthansa Cargo AG 
Alessio Piroli, Deputy Safety Manager, SECONDO MONA 

11:00 H – 11:30 H COFFEE BREAK 

11:30 H – 12:30 H Proportional Implementation of Part-IS & indicators of complexity 
This session will cover the proportionality elements of Part-IS implementation by describing the indicators 
of complexity that can be used to assess the implementation effort needed. Representatives from entities 
with different level of complexity will participate in this session. 
Dan Banja, Vice-President, ECOGAS (European Council of General Aviation Support) 
Tom Stewart, Director of Cyber Security, Ryanair 
Mario Lenitz, Officer - Quality Management, AUSTROCONTROL 

12:30 H – 14:00 H LUNCH BREAK 

14:00 H – 14:30 H Q&A session 
Questions from the audience will be answered by the speakers and EASA. 

14:30 H – 15:00 H Aviation product certification and Part-IS 
The links and interplay between aviation product certification and Part-IS will be presented 
Nicolas Durandeau, Senior Expert - Aviation Cybersecurity Certification, EASA 
Borja Garcia-Blanco Castro, Aviation Cybersecurity Certification Expert, EASA 

15:00 H – 15:30 H Enhancing CTI & Information Sharing for Part-IS compliance 
This session will explore the benefits of cyber threat intelligence and information sharing for Part-IS 
compliance. It will provide practical guidance on implementing these practices in a proportionate 
manner, tailored to the complexity of different organisations 
Gerry Ngu, Senior Expert – Cybersecurity in Aviation, EASA 

15:30 H – 15:45 H Conclusion of Day 1 
Wrap up  
Gian Andrea Bandieri, Head of Cybersecurity in Aviation and Conflict Zones Section, EASA 

15:45 H – 17:30 H COFFEE BREAK & MEET THE EXPERTS SESSIONS 
Participants will have the opportunity to exchange in 10min slots with EASA experts on selected topics 
(pre-registration will be required for participating organisations) 
 
Topic 1 – Proportional implementation in less complex organisation & Derogation (Davide Martini, 
Senior Expert – Cybersecurity in Aviation, EASA) 
Topic 2 - Reporting under Part-IS (Gerry Ngu, Senior Expert – Cybersecurity in Aviation, EASA)  
Topic 3 – How to fit Part-IS in the existing organisation (Juan Anton Bernalte, Senior Expert - Continuing 
Airworthiness Organisation, EASA) 
Topic 4  - Crediting compliance with other EU rules (Vasileios Papageorgiou, Expert – Cybersecurity in 
Aviation, EASA) 
Topic 5 – Risk Assessment (Angeliki Karakoliou, Expert – Cybersecurity in Aviation, EASA) 
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Agenda  

DAY 2, 26/06/2025 
 

TIME TITLE, SPEAKER 

09:00 H – 09:30 H CHECK-IN 

09:30 H – 10:00 H Part-IS Task Force outcomes - Implementation tools and guidance  
This session will provide an overview of the available tools and guidance as well as the harmonisation 
activities carried of by the Part-IS Task Force. 
Hortensia Caballero, Part-IS Task Force Chairperson, AESA 
Mario Lenitz, Officer - Quality Management, AUSTROCONTROL 

10:00 H – 11:00 H Oversight Approach – Overview and Q&A 
This session will provide an overview of the oversight approach by the applicability date 
Juan Anton Bernalte, Senior Expert - Continuing Airworthiness Organisation, EASA 

11:00 H – 11:30 H COFFEE BREAK 

11:30 H – 12:30 H Mapping of EU cybersecurity rules applicable to the aviation sector (Part-IS, NIS2 and AVSEC) 
This session will present the progress of the comparison exercise conducted under the Aviation 
Cybersecurity Subgroup between requirements stemming from Part-IS and other applicable EU 
cybersecurity legislation for aviation entities (NIS2 and AVSEC) 
Moderator: Vasileios Papageorgiou, Cybersecurity in Aviation Expert, EASA 
Presenters: Jose Del Carmen Melero, Policy Officer, European Commission, DG MOVE (online) 

Juuso Jarviniemi, Policy Officer, European Commission, DG CNECT (online) 
Eleanor Travers, Head of Aviation Security, Irish Aviation Authority 
Katharina Garbe, Policy Officer, Federal Office for Information Security (BSI)  

12:30 H – 14:00 H LUNCH BREAK 

14:00 H – 14:45 H Q&A session  
Questions from the audience will be answered by the speakers and EASA. 

14:45 H – 15:30 H Part-IS Guidance Material (GM) update 
The update that took place in the latest iteration of the Guidance Material of Part-IS will be presented 
Davide Martini, Senior Expert – Cybersecurity in Aviation, EASA 

15:30 H – 15:45 H Conclusion of Day 2 
Wrap up  
Jesper Rasmussen, Flight Standards Director, EASA 

15:45 H – 17:30 H COFFEE BREAK & MEET THE EXPERTS SESSIONS 
Participants will have the opportunity to exchange in 10min slots with EASA experts on selected topics 
(pre-registration will be required for participating organisations) 
 
Topic 1 – Proportional implementation in less complex organisation & Derogation (Davide Martini, Senior 
Expert – Cybersecurity in Aviation, EASA)  
Topic 2 - Reporting under Part-IS (Gerry Ngu, Senior Expert – Cybersecurity in Aviation, EASA) 
Topic 3 – How to fit Part-IS in the existing organisation (Juan Anton Bernalte, Senior Expert - Continuing 
Airworthiness Organisation, EASA)  
Topic 4  - Crediting compliance with other EU rules (Vasileios Papageorgiou, Expert – Cybersecurity in 
Aviation, EASA) 
Topic 5 – Risk Assessment (Angeliki Karakoliou, Expert – Cybersecurity in Aviation, EASA)  
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