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Privacy statement 
 

Processing of personal data on the occasion of insertions in the European Strategic Coordination Platform (ESCP) 
members’ list 

 
 
Personal data will be processed in accordance with Regulation (EU) 2018/1725 of the European Parliament and of the 
Council of 23 October 2018 on the protection of natural persons with regard to the processing of personal data by the 
Union institutions, bodies, offices and agencies and on the free movement of such data, and repealing Regulation (EC) 
No 45/2001 and Decision No 1247/2002/EC. 
 
Purpose: 
The purpose of processing personal data is to support the organisation and the management of the European Strategic 
Coordination Platform. 
 
The scope of the European Strategic Coordination Platform (ESCP) is to make the European Aviation System more 
resilient and more secure to cyber threats, by adopting a through-life tiered approach to security in design, production, 
operations and ultimately disposal of products, systems and services. 
In order to drive this vision the aviation community (both civil and military) will join in a co-operative partnership, the 
ESCP, to define and coordinate the implementation of a European Strategy for Cybersecurity in Aviation. 
For the purpose of achieving adequate consistency and avoid duplications, this strategy shall consider the global context 
and include appropriate international coordination, taking into account, among other aspects, any relevant ICAO 
standards and initiatives, ECAC and EU initiatives, as well as any applicable EU regulation and Industry Standards. 
The success of the ESCP relies on a collaborative effort involving all members of the platform. 
 
Members of the platform engage, join, or leave on a voluntary basis following the membership rules described in section 
5 of the ESCP Charter. 
 
Personal data collected and further processed: 
Information is collected and processed regarding the ESCP members in order to allow efficient communication within 
the ESCP. 
 
This personal data may include one or more of the following items: 

 full name,  
 contact details (email) 
 details regarding the organization they represent and their position in the organization  

 
  

Data controller: 
European Aviation Safety Agency, Konrad-Adenauer-Ufer 3, 50668 Cologne, Germany 
cybersec@easa.europa.eu  
 
Recipients of personal data: 
EASA staff department involved on the matter will collect the above mentioned data, without prejudice to a possible 
transfer to bodies in charge of a monitoring, auditing or inspection function in accordance with European Union 
legislation.  
 
Data retention: 
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Collected personal data are recorded and stored for as long as it is relevant, in line with the purpose of the procedure. 
Upon the update of the representation of certain organizations the old data is deleted. 
 
Contact & exercise of rights: 
Should you require further information concerning the processing of your personal data or exercise your rights (e.g. 
access or rectify any inaccurate or incomplete data), please contact the Data Controller. 
 
Recourse: 
Data subjects have at any time the right to make a complaint regarding the processing of their personal data to the 
European Data Protection Supervisor. 


