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Nr. Item Explanation  

 EASA Safety Together! Project for General Aviation related to weather: VFR into IMC 
 

1.  Last update of this record 1.12.2018  

2.  Reference number 028  

 Part 1 - Article 31 Record  

3.  Name and contact details of 
controller 

Controller: European Aviation Safety Agency, Konrad-Adenauer-Ufer 3, 50668 Cologne, Germany 
Safety Actions Section Manager 

SafetyPromotion@easa.europa.eu 
 

 

4.  Name and contact details of DPO dpo@easa.europa.eu 
 

 

5.  Name and contact details of joint 
controller (where applicable) 

N.A.  

6.  Name and contact details of 
processor (where applicable) 

N.A.  

7.  Purpose of the processing The purpose of this processing is to give support to organizational and management measures related to the 
“EASA Safety Together! A Project for General Aviation related to weather: VFR into IMC”. 
 
 

 

8.  Description of categories of 
persons whose data EASA 
processes and list of data 
categories 

General Aviation pilots in possession of a PPL(A) or LAPL who showed an interest by applying to be part of the 
above referred project (simulator session and workshop). 
 
Data collected: 

- Name 
- Address 
- Nationality 
- DOB 
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- Sex 
- E-mail address 
- Mobile number 
- Pilot license 
- Qualifications 
- Flight hours 

 

9.  Time limit for keeping the data Collected personal data are recorded and stored as long as the duration of the EASA safety promotion campaign 
on VFR into IMC.   
 

 

10.  Recipients of the data Safety Promotion officers part of the Safety Actions Section. 
 

 

11.  Are there any transfers of 
personal data to third countries or 
international organisations? If so, 
to which ones and with which 
safeguards? 

No  

12.  General description of security 
measures, where possible. 

Data will be stored electronically and with access limited to EASA staff.   

13.  For more information, including 
how to exercise your rights to 
access, rectification, object and 
data portability (where 
applicable), see the privacy 
statement: 

See privacy statement.    

 
 


